***Памятка для родителей!***

***Интернет - это прекрасное место для общения, обучения и отдыха. Но стоит понимать, что, как и наш реальный мир, всемирная паутина так же может быть весьма и весьма опасна.***

УВАЖАЕМЫЕ РОДИТЕЛИ!  
  
По*дключаясь к сети Интернет, ребенок встречается с целым ря­дом угроз, о которых он может даже и не подозревать. Объяснить ему это обязаны родители, перед тем как разре­шить выход в Интернет.*

Зачастую дети проводят куда больше времени за компьютером, нежели с реаль­ными друзьями и на улице. Для многих из них Интернет становится привычной сре­дой обитания, где они всегда могут най­ти развлечения, материалы для учебы и новых знакомых. К тому же, в Сети вовсе не обязательно быть ребенком, Интернет стирает границы, существующие в насто­ящем мире, любой может общаться нарав­не с остальными независимо от возраста и социального положения. Однако мнение о том, что в Интернете «можно все», являет­ся в корне ошибочным, и это нужно очень хорошо объяснить подростку, дабы избежать возможных проблем и ошибок.

Самое важное - дать понять подростку, что Интернет реален, им пользуются настоящие люди, и все, что он сделает в Сети, будет иметь последствия - все его поступки за компьютером *реальны.*

Кроме стандартных правил поведения существует особая сетевая этика. Са­мый распространенный пример наруше­ния сетевой этики детьми и подростка­ми - это **копипаст**. *Копипаст* - это когда свой текст создается методом Copy-paste (скопировать-вставить) из других источ­ников. Многие не понимают, что в Ин­тернете тоже существует авторское пра­во и собственность. Если в реальной жиз­ни подросток не рискнет стянуть чужую те­традку с сочинением и сдать её как свою, то скачать реферат и выдать за собствен­ную работу может каждый.

*Заниматься с подростком прививани­ем основ сетевой этики важно и нуж­но, поэтому нельзя пускать работу Ва­шего подростка за компьютером на само­тек, поскольку последствия виртуаль­ных проделок могут оказаться вполне настоящими.*

***Итак, чтобы помочь своим детям,*** ***Вы должны это знать:***

* Будьте в курсе того, чем занимаются Ваши дети в Интернете. Попросите их научить Вас пользоваться различными (приложениями, которыми Вы не пользовались ранее).
* Помогите своим детям понять, что они не должны предоставлять никому информацию о себе в Интернете - номер мобильного телефона, домашний адрес, а также показывать фотографии свои и семьи. Ведь любой че­ловек в Интернете может это увидеть.
* Если Ваш ребенок получает спам (нежелательную электронную почту), на­помните ему, чтобы он не верил написан­ному в письмах и ни в коем случае не от­вечал на них.
* Объясните детям, что нельзя от­крывать файлы, присланные от неизвест­ных людей. Эти файлы могут содержать вирусы или фото/видео с «агрессивным» содержанием.
* Помогите ребенку понять, что неко­торые люди в Интернете могут говорить неправду и быть не теми, за кого себя выдают. Дети никогда не должны встречаться с сетевыми друзьями в реальной жизни самостоятельно, без взрослых.
* Постоянно общайтесь со своими детьми. Никогда не поздно рассказать ребенку, как правильно поступать и реагировать на действия других людей в Интернете.
* Научите своих детей, как реагиро­вать в случае, если их кто-то обидел или они получили/натолкнулись на агрессив­ную информацию в Интернете, а так­же предупредите, что они должны рас­сказать о происходящем родителям или близким.
* Убедитесь, что на компьютерах установлены и правильно настроены средства фильтрации.